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Poster: PADME: DNS Threat Mitigation with P4 In-Network Machine Learning Offload

¢ Background: increased threats on DNS
o Powerful yet expensive ML-based mitigation.
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o Result: enhanced resource usage without
compromising the system’s security.

e Come see our poster at 16:00hs!
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